










minimum number of trusted employees and access to email account is governed

by the Information Security Policy 4-OP-H-5. Speci cally, access to email is

restricted per policy: “Monitoring, sni ng, and related security activities shall be

performed only by authorized workers based on job duties and responsibilities,

by members authorized by the Director of ISPO, or unless necessary for

academic instruction or research and approved by the director of the unit that

supports the system.”

Email retention and classi cation (public, private, or protected) requirements

are based on the information contained in emails and as de ned by university

policies, federal and state laws and regulations, contracts and other legal

arrangements.

Destruction of emails shall be in compliance with the records retention schedule

(https://recordsmanagement.fsu.edu/records-schedule

(https://doT ľ tṎ orL dcts¯curiords-s î b cre(

h

t

o

r

d

s

-

s

c

h

e

d

u

l

e

b

Ţ

e e

esearch and Md, f

OCe la,

o b W xa ersity

a

r

c

a

b

x

c

a

O

s

e

D

t

e

https://dos.myflorida.com/library-archives/records-management/general-records-schedules/



