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Each faculty, sta�, and student user of CSU, Chico's computer
communications systems is responsible for the material that he or she
chooses to send or display using the campus
computing/communications resources. All pero
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The following guidelines further pertain to the appropriate use of campus
computing and network services.

Threats, Harassment*. Users may not use campus computing or
network services to threaten, harass, defame, or otherwise interfere
with the legal rights of others. (*Harassment is defined as the creation
of an intimidating, hostile, or o�ensive working or educational
environment. )
Public Areas. Users should take care not to display on screens in
shared facilities images, sounds, or messages which could create an
atmosphere of discomfort or harassment to others. Users should make
arrangements for a private work area if an assignment requires them
to access such m
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